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[ACCEPTABLE USE POLICY] 

[AVANTI SCHOOLS TRUST]  
 

This policy is in force until further notice from: Aug-21 

This policy must be reviewed by: 
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https://avantiorg.sharepoint.com/:b:/r/sites/HR/Shared%20Documents/Disciplinary%20Policy.Feb%2021.pdf?csf=1&web=1&e=xq4gqW
http://www.legislation.gov.uk/ukpga/2018/12/contents/enacted
https://eur-lex.europa.eu/legal-content/EN/TXT/HTML/?uri=CELEX:32016R0679
https://www.legislation.gov.uk/ukpga/1990/18/contents
https://www.legislation.gov.uk/ukpga/1998/42/contents
https://www.legislation.gov.uk/uksi/2000/2699/regulation/3/made
https://www.legislation.gov.uk/uksi/2000/2699/regulation/3/made
http://www.legislation.gov.uk/ukpga/2011/21/section/2/enacted
https://www.legislation.gov.uk/ukpga/2000/36/contents
https://www.legislation.gov.uk/ukpga/2006/40/part/7/chapter/1
https://www.gov.uk/government/publications/keeping-children-safe-in-education--2
https://www.gov.uk/government/publications/searching-screening-and-confiscation




/wp-content/uploads/2020/11/Avanti-Schools-Trust-Statement-of-behaviour-principles-1.pdf
https://avantiorg.sharepoint.com/:b:/r/sites/HR/Shared%20Documents/Disciplinary%20Policy.Feb%2021.pdf?csf=1&web=1&e=7pr07Y


https://avantiorg.sharepoint.com/:b:/r/sites/HR/Shared%20Documents/Disciplinary%20Policy.Feb%2021.pdf?csf=1&web=1&e=xq4gqW
mailto:it@avanti.org.uk
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This email account should be used for work purposes only.  

All work-related business should be conducted using the email address the school has 
provided.  

Staff must not share their personal email addresses with parents and pupils, and must not 
send any work-related materials using their personal email account.  

Staff must take care with the content of all email messages, as incorrect or improper 
statements can give rise to claims for discrimination, harassment, defamation, breach of 
confidentiality or breach of contract.  

Email messages are required to be disclosed in legal proceedings or in response to requests 
from individuals under the Data Protection Act 2018 in the same way as paper documents. 
Deletion from a user’s inbox does not mean that an email cannot be recovered for the 
purposes of disclosure. All email messages should be treated as potentially retrievable. 

Staff must take extra care when sending sensitive or confidential information by email. Any 
attachments containing sensitive or confidential information should be sent via a secure 
method, using encryption or OneDrive secure link so that the information is only accessible 
by the intended recipient.  

mailto:it@avanti.org.uk


mailto:it@avanti.org.uk


/wp-content/uploads/2021/02/Data-Protection-Policy.pdf


https://www.gov.uk/government/publications/searching-screening-and-confiscation
https://www.gov.uk/government/publications/searching-screening-and-confiscation


/wp-content/uploads/2020/11/Avanti-Schools-Trust-Statement-of-behaviour-principles-1.pdf
/wp-content/uploads/2021/02/Data-Protection-Policy.pdf




/wp-content/uploads/2020/12/AST-Child-Protection-Safeguarding-Policy-Oct-20.pdf
/wp-content/uploads/2020/11/Avanti-Schools-Trust-Statement-of-behaviour-principles-1.pdf
/wp-content/uploads/2021/02/Data-Protection-Policy.pdf
/wp-content/uploads/2021/01/AST-Online-Safety-and-Remote-Learning-Policy.pdf


https://www.facebook.com/help/iphone-app/236898969688346?helpref=uf_permalink
https://www.facebook.com/help/124518907626945?helpref=faq_content
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¶ Remember that some information is always public; your display name, profile 
picture, cover photo, user ID (in the URL for your profile), country, age range and 
gender  

What do to if… 

A pupil adds you on social media 

¶ In the first instance, ignore and delete the request. Block the pupil from viewing 
your profile 

¶ Check your privacy settings again, and consider changing your display name or 
profile picture 

¶ If the pupil asks you about the friend request in person, tell them that you’re not 
allowed to accept friend requests from pupils and that if they persist, you’ll have to 
notify senior leadership and/or their parents. If the pupil persists, take a 
screenshot of their request and any accompanying messages 

¶ Notify the senior leadership team or the Principal about what’s happening 

 

A parent adds you on social media 

¶ It is at your discretion whether to respond. Bear in mind that: 

- Responding to one parent’s friend request or message might set an unwelcome 
precedent for both you and other teachers at the school 

- Pupils may then have indirect access through their parent’s account to anything 
you post, share, comment on or are tagged in 

¶ If you wish to decline the offer or ignore the message, consider d8708.43 395.81 Tm
0 cso7 53(s)11(h)-4(are)-6n(or)-3( .(in)-4(g)11( tdI.5 0 595.56 842.04 re
W* n
BT
/5e(h)-4(areh95.81-3(ig)1 1 126
[<00575D0176>-4<089>-4<0D>7<01B5>-4<003>-3<0-3<01C1>-4<0 Tm03>-3<001B5>5<0003>-3<0102010F>4<11<0003>-3<3>7<019A>-4<017D000>-4<0-7<018C015D15D>8<018C0003>3>7<019A>4<01B5>C7017D>10<0C19>-4<08C00603>-2<019A>5<0003>-3<018C1E018C>-2<0190015D0190>12<019-7<018C015018C1E01815<0176>-4<>-4<7B5>C7017D>9001890<0003>6<015-4<019A>-4<035B0190>11<0003>-3<010201100110>] TJ
ET
Q
q
0.000008875 0 595.56 823e
W* n
BT
/5e(h)-4(a2 Tf
1 0 0 1 348.43 395.81 Tm
0 .376 RG
[( )] TJ
ET
Q
 EMC  /P <</MCID 3>> BDC q
0.000008875 0 595.56 842.339.1
W* n
BT
/F1 12 Tf
1 0 0 1 407.35 466.27 Tm
0  g
0 G
[( )] TJ
ET
Q
 EMC  /P <</MCID 4>> BDC q
0.000008875 0 595.56 842.318.5
W* n
BT
/F3 12 Tf
1 0 0 1 243.05 487.62 TfA016F0003>90>12<019-70.376 RE>35<0003>-3< 0 0276 RE>35<>-4<-3<01C700276 50>10201C70003>-2<0.376 rg
0 -70.4376 rg
0 1E0110011E000A>-3<3>7<019A>7D>-3<01750220150011E0003>-2 442-4<00085<>-4<-3<01 rg
0 176>-4<01B5>5<011E>-4<03E>-4<035B025<>-4<-3<01 rg
089>-4<01176>-4<>-70.3760003>-3<03>-2 442-4<1E>-4<03E>-4<0 0 0276 -4<>15<0176>C7>10201C70003>-D011E0003019A>-5<01900 1 126
6
0 -70.43763E>)8(ci)-5(a)4(l)-3( )-3(m)3(e)3(d)-2(i)-3(a)] TJ
ET
Q
q
0.000008875 0 595.368re
318.5
W* n
BT
/F3 12 Tf
1 0 0 1 243.05 487.6RG
[(A)-3 758.044(r 6(on)-7( Tf
1 0 0 1 1t)-3hA)-3 758.044(r 6(on)-7(d)-2f0 0 1 130 0.125)-3(p)- 758.ve Tm
)8(ci)-5(a)4(l)-3( )-3(m)3(e)3(d)-2(i)-3(a)] TJ
ET
Q
q
0.000008875 0 595.56 842.303.89
W* n
BT
/F3 12 Tf
1 0 0 1 243.05 487.6RG
[( )-3Tf
1 .376 R(r)-4(e>-5<019A>7<017D0003>-5<015D>6<0128>-3<0359>] TJ
ET
Q
q
0.000008875 0 595.522.78.303.89
W* n
BT
/F3 12 Tf
1 0 0 1 243.05 487.6R Tf
1 0 0 1 407.35 466.27 Tm
0  g
0 G
[( )] TJ
ET
Q
 EMC  /P <</MCID 5>> BDC q
0.000008875 0 595.56 842.282.5
W* n
BT
/F7 12 Tf
1 0 0 1 90.024 374.57 Tm
0 g
0 G
[<0078>] TJ
ET
Q
q
0.000008875 0 595.77 842.282.5
W* n
BT
/F7 1m
)8(ci)-5(a)4(l)-3( )-3(m)3(e)3(d)-2(i)-3(a)] TJ
ET
Q
q
0.000008875 0 595.56 842.282.5
W* n
BT
/F7 1mDo4(or)25)-3ot8.43 395.81 Tm
0 cso7 53(s)11(h)-4(are)-6n(or)-3( .(in)-4(g)11( .000008875 0 595.56 862.282.5
W* n
BT
/F7 1ms )-2(a)9(aliil)1t(or)-3( )-in)-4o)7(t)-4(e )-5(sp(t)-4(io3( )6(b)-4(o-3(i)p)6(on)-7(d)-or)-3( )6y w)9( )yr ID (in the 







18 
 

Appendix 4: Acceptable use agreement for younger pupils 
 

Acceptable use of the school’s ICT facilities and internet: agreement for pupils and 
parents/carers 

Name of pupil:  

When I use the school’s ICT facilities (like computers and equipment) and get on the 
internet in school, I will not:  

¶ Use them without asking a teacher first, or without a teacher in the room with me  

¶ Use them to break school rules 

¶ Go on any inappropriate websites 

¶ Go on Facebook or other social networking sites (unless my teacher said I could as 
part of a lesson) 

¶ Use chat rooms 

¶ Open any attachments in emails, or click any links in emails, without checking with a 
teacher first 
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Appendix 5: Acceptable use agreement for staff, governors, volunteers and visitors 
 

Acceptable use of the school’s ICT facilities and the internet: agreement for staff, 
governors, volunteers and visitors 

Name of staff member/governor/volunteer/visitor:  
 

When using the school’s ICT facilities and accessing the internet in school, or outside 
school on a work device, I will not:  

¶ Access, or attempt to access inappropriate material, including but not limited to 
material of a violent, criminal or pornographic nature (or create, share, link to or 
send such material) 

¶ Use them in any way which could harm the school’s reputation 

¶ Access social networking sites or chat rooms 

¶ Use any improper language when communicating online, including in emails or other 
messaging services 

¶ Install any unauthorised software, or connect unauthorised hardware or devices to 
the school’s network 

¶ Share my password with others or log in to the school’s network using someone 
else’s details 

¶ Share confidential information about the school, its pupils or staff, or other 
members of the community 

¶ Access, modify or share data I’m not authorised to access, modify or share 

¶ Promote private businesses, unless that business is directly related to the school 

I understand that the school will monitor the websites I visit and my use of the school’s 
ICT facilities and systems. 

I will take all reasonable steps to ensure that work devices are secure and password-
protected when using them outside school, and keep all data securely stored in 
accordance with this policy and the school’s data protection policy. 

I will let the designated safeguarding lead (DSL) and ICT manager know if a pupil informs 
me they have found any material which might upset, distress or harm them or others, 
and will also do so if I encounter any such material. 

I will always use the school’s ICT systems and internet responsibly, and ensure that 
pupils in my care do so too. 

Signed (staff member/governor/volunteer/visitor): 

 

 


